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Abstract of the contribution: This contribution proposes the solution to NF service discovery section in TS 23.501.
1. Discussion

According to the TR conclusion, one NF (called “service provider NF”) may expose its capability as service(s) to other NFs (called “service requester NF”) via its service based interface. One NF may provide multiple services, e.g. AMF support services like “NAS message routing”, “Get UE Context” and “UE Mobility Event Notification”. There is a mapping between the services and the type of NF which provides the related services per 3GPP E2E signalling flow. So in the context of the 3GPP network, we regard the Service as the NF capability. It will not be deployed individually. 
For IT system which utilizes service oriented architecture (SOA), the service is a function which is well-defined, self-contained, and does not depend on the context or state of other services (http://www.service-architecture.com). So the service in the context of SOA architecture can be deployed individually. The intention of this is to support each service can be replaced or upgraded smoothly.
If we insist on that each NF capability (i.e. service in the 3GPP network) can be discovered, we see the following issues need to be considered:

· Interconnection issue: each NF’s service is not deployed individually. The service discovery eventually shall provide the ID or address of destination NF which supports the discovered service. The NRF acting as Service Registry needs to determine the target NF instance according to the mapping of the NF’s service and the related NF instance.  

· Session Context maintenance issue: if each NF’s service can be discovered individually, i.e. be invoked individually and simultaneously, each NF’s service should be able to manage its context information independently. This will introduce the unnecessary complexity of each NF’s service logic and context synchronization issue. 
Per above consideration we think that the Service Discovery defined in SOA is mapped to the NF Discovery in the 3GPP network. 
If the target NF has not yet been discovered, the NF shall initiate the NF service discovery procedures. As such the NF can access to the service(s) provided by the selected NF instance. If the target NF together with the service has been discovered beforehand, the NF interacts with the target NF instance directly without the need of additional NF service discovery.
Proposal 1:  The Service Discovery is implemented via the NF discovery. 
According to the agreements in TR 23.799, 

-
The NF selection and discovery function maintains the function profile of the deployed NF instances, e.g. the type of the NF, network slice related information which the NF belongs to.

-
When deploying/removing one NF instance, the information of the NF instance is updated.

-
One NF shall be able to utilize the type of the NF (e.g. SMF, PCF, etc) and other service parameters (including network slice related parameters) to discover the expected NF instance (s), and the NF selection and discovery function provides the IP address or the FQDN of NF instance(s) to the NF.
NF repository function (NRF) supports the NF discovery and selection functionality and maintains the NF profile of each NF instances. 

NRF provides “NF Service Discovery” service to other core network NFs via its service interface NNRF. The service based procedure for the “NF Service Discovery” services is depicted in the following figures:
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Figure 1: NF Service Discovery Procedure in the same PLMN
1. The requester NF sends NF Service Discovery Request to NRF in the same PLMN to request “NF Service Discovery” service. The request message includes: NF Type of the expected NF instance, NF type of the requester NF, and optionally the PLMN ID of the expected NF instance, Network Slice Identity information where the expected NF instance resides, service related parameters (e.g. the location information of the UE). 

2. The NRF determines the discovered NF instance (s) and provides the information of the discovered NF instance(s), i.e. FQDN or IP address to the requester NF if it authorized. If the expected NF instance is deployed in one network slice, NRF authorizes the discovery request according to the discovery configuration of the Network Slice, e.g. the expected NF instance is only discoverable by the NF in the same network slice.
In case the requester NF intends to discover the NF in another PLMN, after receiving the request from requester NF, the NRF in local PLMN needs to request “NF Service Discovery” service from NRF in remote PLMN. The procedure is depicted in the figure below:

[image: image2]
Figure 2: NF Service Discovery procedure across PLMNs

1. The requester NF sends NF Service Discovery Request to NRF in the same PLMN to request “NF Service Discovery” service. The request message includes: NF Type of the expected NF instance, NF type of the requester NF, and the PLMN ID of the expected NF instance, Network Slice Identity information (optional), service related parameters. 

2. The NRF in local PLMN contacts the NRF in remote PLMN based on the PLMN ID provided in step 1 and requests a “NF Service Discovery” service. The NRF in remote PLMN responds with the discovered NF instance of the NF type in the request.

3. The NRF determines the discovered NF instance (s) and provides the information of the discovered NF instance(s), i.e. FQDN or IP address to the requester NF. 
Proposal 2: The NRF provides “NF Service Discovery” services to control plane NFs via its service based interface. The NRF provides the information of discovered NFs to the service requester NF including: the FQDN/IP address of the NF instance.
2. Proposal

It is proposed to add the following texts into TS 23.501.
* * * First change* * * *
7.1.1
Service discovery


The network function (NF) within the core network may expose its capability as service via its service based interfaces, which can be re-used by other NFs. The service discovery is implemented via the NF discovery. The NF discovery enables the service requester NF access the service provided by the service provider NF.
The NF repository function (NRF) is the logical function that is used to supports the functionality of NF discovery and selection. The NRF is identified by an FQDN that the NF constructs using the PLMN ID.
In order to access to a certain service and the associated NF which provides the required service has not been discovered before, the service requester NF initiates the NF discovery by providing the type of the NF (e.g. SMF, PCF) and other service parameters to discover the target service provider NF, using the service interface NNRF provided by NRF. The NRF provides the IP address or the FQDN of NF instance(s) to the service requester NF for target service provider NF instance selection.
For NF discovery across PLMNs, the requester NF provides the NRF the PLMN ID of the target NF. The NRF in the serving PLMN interacts with NRF in remote PLMN to retrieve the IP address or the FQDN of the target NF instance (s).
* * * End of the change* * * *
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